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Conducting Ethical Research Info Sheet 

Richmond,  

The American International University in London 

 

Purpose of Info Sheet 

 The purpose of this info sheet is to make researchers (undergraduate, post-graduate 

and professional) aware of the ethical codes that may arise throughout the research process 

and to encourage them to take responsibility for their own ethical practices. If social research 

is to remain of benefit to society and the groups and individuals within it, then social 

researchers must be aware of the potential public impact of their research, conduct their 

work responsibly and in compliance with the ethical and legal guidelines prevalent in British 

academia. In particular, researchers should be aware that research about politically and 
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exclusively to their public role (nonetheless, researchers need to obtain written 

consent from the participants). 

All research projects that are considered to be sensitive and/or involve human participants 

must be subject to two-tiered approval process. Students should discuss with their 

supervisors whether their projects involve safety risks to researchers, and/or the institution, 

and/or participants. If the research project is deemed to be of high risk, researchers need to 

complete and submit a Research Safety Questionnaire in addition to the Research Ethics 

Approval Form (the process will be explained below). 

 

Conducting High Risk Research 

Researchers should be aware that some areas of research involve risks to their own safety, 

the safety of the institution and the safety of the human participants involved in the project.  

Risks arising as a direct result of research may include: 

 Risk of harm to researchers due to the location the research is being undertaken in 

(unsafe locations either online or in the physical world, lone working, etc.) or due to 

the research methods being used or topic being researched. 

 Risk of harm (physical, physiological or emotional) to participants during data 

collection (being interviewed about past or current traumatic events), or the risk 

could arise after they have finished their participation in the research. 

 Risk to individuals, groups or communities not participating in the research, but 

who could be impacted due to the topic being researched, or because of information 

provided by research participants/through data collection; for example risk of 

persecution or harm to reputation. 

 Legal and reputational risks to the institution if the research project involves 

researching groups, individuals and organisations involved in illegal and potentially 

violent activities. 

 

Risks can also arise as a consequence of the research being undertaken and/or 

published.  Consequential risks can be harder to manage as they relate to the actions or 

reactions of the outside world, however, it is important that these potential risks are 
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sponsors and funders of research appreciate the obligations that social researchers have not 

only to them, but also to society at large, research participants and professional colleagues. 

 

Research with Human Participants: Gaining Informed Consent 

All research carried out with human participants must first undergo ethics approval by your 

instructor (for course-level smaller-scale assessments) or by the Research Ethics Committee.  

When research involves human participation, social researchers must strive to protect 

subjects from undue harm arising as a consequence of their participation in research. This 

requires that subjects’ participation should be voluntary and as fully informed as possible 

and no group should be disadvantaged by routinely being excluded from consideration. 

Inquiries involving human subjects should be based on the freely given informed consent of 

subjects. Even if participation is required by law, it should still be as informed as possible. In 

voluntary inquiries, subjects should not be under the impression that they are required to 

participate. Th
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Data Protection 

S
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 Accuracy.  This means that you should take reasonable steps to keep personal data up 

to date and ensure that personal data that is inaccurate, having regard to the purpose 

for which they are processed, are erased or rectified without delay.  

 Storage Limitation.  This means personal data should be kept in a form which permits 

identification of data subjects for no longer than is necessary. This means you should 

decide how long it is necessary to retain information give the purposes that it was 

collected for and securely delete information when it is no longer needed for those 

purposes.  

 Integrity and Confidentiality.  This means personal data should be processed in a 

manner that ensures appropriate security of that personal data, such as protection 

against unauthorised processing, accidental loss, destruction or damage.  

 Accountability.  This means that researchers and the university (legally known as the 

Controller) shall be responsible for, and be able to demonstrate compliance with, the 

above six principles.  

 

Personal data must: 

 be processed lawfully, fairly and in a transparent manner 

 be collected only for specified, explicit and legitimate purposes, and not be further 

processed in any manner incompatible with those purposes; 

 be adequate, relevant and limited to what is necessary in relation to the purposes for 

which it is processed; 

 be accurate and, where necessary, kept up-to-date; 

 not be kept as identifiable data for longer than necessary for the purposes concerned; 

 be processed securely. 

 

Declaring a Lawful Basis for Processing Data Protection 

When you are processing personal data, you must establish your ‘lawful basis' to do so. Please 

be aware that under GDPR you need a lawful basis for processing each of the data categories 

i.e. 'a lawful basis' to process 'personal data' and a separate lawful basis to process 'special 
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Privacy notices are the standard way to document the lawful basis for processing. You will 

also need to include other information in your privacy notice including the purposes for which 

you have obtained the personal data, the categories of recipient of that data (internal and 

external), the retention period, any overseas transfers and the individual’s rights. 

 

Additional information needs to be provided when you receive personal data indirectly form 

a third party, e.g. the categories of personal data you hold and the source. 

If your purposes change over time or you have a new purpose which you did not originally 

anticipate, you may not need a new lawful basis as long as your new purpose is compatible 

with the original purpose. 

However, the data protection legislation specifically says this does not apply to 'processing' 

based on consent. You need to either get fresh consent which specifically covers the new 

purpose or find a different basis for the new purpose. 

If you are processing special category personal data, you need to identify both a lawful basis 

for processing personal data and an additional lawful basis for special category condition as 

set out in  Article 9 of the GDPR. You should document both your lawful bases for processing 

and your special category condition so that you can demonstrate compliance and 

accountability. 

Those bases include: 

 explicit consent; 

 employment law; 

 vital interests; 

 information made public by the individual; 

 legal claims; 

 substantial public interest; 

 preventative/occupational medical purposes; 

 public health; 

 research, provided there are safeguards and it is the public interest. 

 

If you are processing data about criminal convictions, criminal offences, or related security 

measures, you also need both a lawful basis for processing, which are set out in the data 

protection legislation and which are similar to the bases above.  You should document both 
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Informed consent is characterized by participants being aware of the nature of the study in 

which they are participating, understanding the expectations placed on them, and being able 

to ask questions prior to participation. Informed consent further requires participants to be 

of sound mind and capable of giving meaningful consent, which includes being of legal age to 

consent.  

The online environment raises two issues in terms of informed consent. The first relates to 

accessing public and private online settings. Informed consent, as previously noted, must be 

obtained from data collection within private spaces, especially if there is any expectation of 

interaction with users of the space. Semi-private spaces or public spaces in which users may 
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How to Obtain Research Ethics Approval 

 

Step One –
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